
Webinar Title:  ISO 27001:2013 INFORMATION SECURITY MANAGEMENT 

SYSTEM:  DOCUMENTATION, IMPLEMENTATION AND CERTIFICATION  

 

Registration Fee (including GST):- Rs 299/- (Rupees Two Hundred Ninety Nine Only) per 
participant inclusive of GST 

 
Expert Speaker (Name/ Designation) – Shri Ankur Dhir, National level Consultant cum Trainer 
for Management System   standards 
 
Webinar Date:       13.12.2020    Duration: 11.00 hours to 12.30 hours ( one hour thirty 
minutes) 
 

About Webinar (Brief One para):  

 
ISO/IEC 27001:2013 (also known as ISO27001) is the international standard that sets out the 
specification for an information security management system (ISMS). Its best-practice approach 
helps organisations manage their information security by addressing people and processes as 
well as technology. An ISMS is a holistic approach to securing the confidentiality, integrity and 

availability (CIA) of corporate information assets. It consists of policies, procedures and other controls 

involving people, processes and technology.  An ISMS is an efficient, risk-based and technology-neutral 

approach to keeping your information assets secure. 

   

Information is an asset that, like other important business assets, is essential to an organization’s 

business and consequently needs to be suitably protected. Information security is the protection 

of information to ensure: 

• Confidentiality: ensuring that the information is accessible only to those authorized to access it. 

• Integrity: ensuring that the information is accurate and complete and that the information is not 

modified without authorization. 

• Availability: ensuring that the information is accessible to authorized users when required. 

 

Implementation of information security management system as per ISO 27001:2013 Standard 

and subsequent certification will result in following benefits:  

 

 Increased reliability and security of systems and information. 

 Improved customer and business partner confidence. 

 Increased business resilience. 

 Alignment with customer requirements. 

 Improved management processes and integration with corporate risk strategies. 

 

The webinar will focus on documentation, implementation and certification of an Information 

Security Management System(ISMS) as per ISO 27001:2013 Standard 

Webinar Coverage:-   

Introduction about Information Security Management System(ISMS), Benefits of implementing 

information security management system as per ISO 27001:2013 Standard,  Key requirements of 

ISO 27001:2013 standard, Documentation requirements, Implementing information security 

management system as per ISO 27001:2013 Standard   Mandatory documented 

information/records as per ISO 27001:2013 Standard   , ISO 27001:2013 Certification  process,  



 

 

Speaker Profile (Brief One Para & Photograph):- Mr. Ankur Dhir ,a national level Consultant 

and Trainer for Management System  Standards and Lead Assessor for ISO Standards such as 

9001, 14001, 45001, 27001, 13485, Experience in implementing  SEDEX, BSCI, SA 8000 and 

Member National Safety Council , ASQ, Social Compliance Initiative (SCI). He has  

implemented ISMS in more than 10 Organizations in IT enabled Organizations/Insurance 

Companies/PSU’s  

 

 
Register to learn (Key Learning’s’ in bullet points):  

 

 Overview of an Information Security Management System 

 ISO 27001 : 2013 Overview of the Standard and Structure 

 Documentation as per ISO 27001:2013 Standard 

 ISMS  Roadmap for implementation  

 ISO 27001:2013 Certification  process 

 

Date: - 13.12.2020  

 

Time Slot: - From 11:00 hrs to 12:30 hrs (Forenoon)  

 

Thanks and regards 

 

S.P.Singh 

Regional Director 

National Productivity Council, Chandigarh 

SCO-40, First Floor, Sector 7-C, Chandigarh 

Website: www.npcindia.gov.in 


